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in Lending Act (15 U.S.C. 1601 et seq.)
or the Truth in Savings Act (12 U.S.C.
4301 et seq.)) with the disclosures re-
quired by this part.

(c) Electronic communication—(1) Defi-
nition. For purposes of this regulation,
the term electronic communication
means a message transmitted elec-
tronically between a consumer and a fi-
nancial institution in a format that al-
lows visual text to be displayed on
equipment such as a personal computer
monitor.

(2) Electronic communication between
financial institution and consumer. A fi-
nancial institution and a consumer
may agree to send by electronic com-
munication any information required
by this regulation to be in writing. In-
formation sent by electronic commu-
nication to a consumer must comply
with paragraph (a) of this section and
the applicable timing and other re-
quirements contained in the regula-
tion.

(d) Multiple accounts and account
holders—(1) Multiple accounts. A finan-
cial institution may combine the re-
quired disclosures into a single state-
ment for a consumer who holds more
than one account at the institution.

(2) Multiple account holders. For joint
accounts held by two or more con-
sumers, a financial institution need
provide only one set of the required
disclosures and may provide them to
any of the account holders.

(e) Services offered jointly. Financial
institutions that provide electronic
fund transfer services jointly may con-
tract among themselves to comply
with the requirements that this part
imposes on any or all of them. An in-
stitution need make only the disclo-
sures required by §§205.7 and 205.8 that
are within its knowledge and within
the purview of its relationship with the
consumer for whom it holds an ac-
count.

[Reg. E, 61 FR 19669, May 2, 1996, as amended
at 63 FR 145632, Mar. 25, 1998]

§205.5 Issuance of access devices.

(a) Solicited issuance. Except as pro-
vided in paragraph (b) of this section, a
financial institution may issue an ac-
cess device to a consumer only:

(1) In response to an oral or written
request for the device; or

§205.6

(2) As a renewal of, or in substitution
for, an accepted access device whether
issued by the institution or a suc-
Cessor.

(b) Unsolicited issuance. A financial
institution may distribute an access
device to a consumer on an unsolicited
basis if the access device is:

(1) Not validated, meaning that the
institution has not yet performed all
the procedures that would enable a
consumer to initiate an electronic fund
transfer using the access device;

(2) Accompanied by a clear expla-
nation that the access device is not
validated and how the consumer may
dispose of it if validation is not desired;

(3) Accompanied by the disclosures
required by §205.7, of the consumer’s
rights and liabilities that will apply if
the access device is validated; and

(4) Validated only in response to the
consumer’s oral or written request for
validation, after the institution has
verified the consumer’s identity by a
reasonable means.

§205.6 Liability of consumer for unau-
thorized transfers.

(a) Conditions for liability. A consumer
may be held liable, within the limita-
tions described in paragraph (b) of this
section, for an unauthorized electronic
fund transfer involving the consumer’s
account only if the financial institu-
tion has provided the disclosures re-
quired by §205.7(b)(1), (2), and (3). If the
unauthorized transfer involved an ac-
cess device, it must be an accepted ac-
cess device and the financial institu-
tion must have provided a means to
identify the consumer to whom it was
issued.

(b) Limitations on amount of liability. A
consumer’s liability for an unauthor-
ized electronic fund transfer or a series
of related unauthorized transfers shall
be determined as follows:

(1) Timely notice given. If the con-
sumer notifies the financial institution
within two business days after learning
of the loss or theft of the access device,
the consumer’s liability shall not ex-
ceed the lesser of $50 or the amount of
unauthorized transfers that occur be-
fore notice to the financial institution.

(2) Timely notice not given. If the con-
sumer fails to notify the financial in-
stitution within two business days
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